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1. PENDAHULUAN

Sebuah jaringan berkecepatan tinggi dan akses Internet di mana-mana menjadi tersedia dalam beberapa tahun terakhir, banyak layanan disediakan di Internet sehingga pengguna dapat menggunakannya dari di mana saja kapan saja. Misalnya, layanan email mungkin yang paling populer. Cloud computing adalah sebuah konsep yang memanfaatkan sumber daya di Internet sebagai satu kesatuan entitas, sebuah cloud[2].

Keamanan data elektronik menjadi hal yang sangat penting di perusahaan penyedia jasa teknologi informasi (TI) maupun industri lainnya, seperti: perusahaan export-import, tranportasi, lembaga pendidikan, pemberitaan, hingga perbankan yang menggunakan fasilitas TI dan menempatkannya sebagai infrastruktur kritikal (penting).

Informasi atau data adalah aset bagi perusahaan. Keamanan data secara tidak langsung dapat memastikan kontinuitas bisnis, mengurangi resiko, mengoptimalkan return on investment dan mencari kesempatan bisnis. Semakin banyak informasi perusahaan yang disimpan, dikelola dan disharing maka semakin besar pula resiko terjadinya kerusakan, kehilangan atau tereksposnya data ke pihak eksternal yang tidak diinginkan[1].

Perlunya penyimpanan data yag aman adalah kunci utama agar data yang diamankan dapat terjaga dengan baik. Data yang dimiliki tidak diketahui oleh siapapun, baik data yang sifatnya pribadi dan juga data yang sifatnya public. Olehnya itu dizaman modern saat ini manusia dapat memanfaatkan penyimpanan data yang dimiliki oleh Internet. Ada berbagai macam jenis nama penyimpanan yang tersedia di layanan Cloud Computing salah satunya adalah Google Drive yang saat ini banyak digunakan oleh perusahaan dan orang lainnya.
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